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1
WIRELESS CONNECTION SYSTEM AND
WIRELESS CONNECTION METHOD

CROSS REFERENCES TO RELATED
APPLICATIONS

The present invention contains subject matter related to
Japanese Patent Application JP 2006-032360 filed in the
Japanese Patent Office on Feb. 9, 2006, the entire contents of
which being incorporated herein by reference.

BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention relates to a wireless connection sys-
tem and a wireless connection method.

2. Description of the Related Art

As amethod of wirelessly connecting a plurality of devices
using radio waves, the IEEE (Institute of Electrical and Elec-
tronics Engineers) 802.11 standard and the Bluetooth (regis-
tered trademark) standard are known. The IEEE 802.11 stan-
dard is further categorized as the IEEE 802.11a, IEEE
802.11b, IEEE 802.11g, and other standards that differ in the
transmission system and use frequency band. The IEEE
802.11b standard is for example used to wirelessly connect a
plurality of personal computers to an access point device,
namely structure a so-called wireless LAN (Local Area Net-
work).

The communication distances of the IEEE 802 and Blue-
tooth standards are around several ten meters. In contrast, as
a wireless communication means whose communication dis-
tance is shorter than such standards, a system using an RFID
(Radio Frequency Identification) tag is known. An RFID tag
is also called a wireless tag, a wireless IC tag, or the like. By
reading data from an RFID tag attached to another electronic
device corresponding to a request sent from a reader/writer, a
communication is performed. This wireless communication
uses a frequency of for example 125 kHz, 13.56 MHz, 433
MHz, a UHF band (800/900 MHz), 2.45 GHz, or 5.8 GHz.

As the wireless LAN has been widespread, it has become
important to maintain the security of communications in the
wireless LAN against illegal monitoring and data leakage. As
a means of maintaining the security, for example an SSID
(Service Set Identifier), a WEP (Wired Equivalent Privacy)
key, or a MAC (Media Access Control) address is set so that
an access from a terminal having a different WEP key or the
like is restricted.

An invention of which a wireless connection is automati-
cally set by bringing an IC card close to a personal computer,
setting an SSID or a WEB key, and starting wireless commu-
nications is described in Japanese Patent Application Laid-
Open No. 2003-229872.

SUMMARY OF THE INVENTION

However, in the foregoing method, if an SSID or a WEP
key is obtained by an illegal means and the SSID or the WEP
key is set, when the SSID or the WEP key is correct, wireless
communications are permitted. Instead, if a person retired
from a company uses an SSID or a WEP key that he or she
obtained when he or she worked there, he or she can hack into
the company’s LAN system. Thus, they are not desirable
from a point of view of security.

Although an illegal hacking into the LAN system can be
prevented with a password or the like, if the password is
obtained by an illegal means, the similar problem may occur.
In the method of performing an authentication process with
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an SSID, a WEP key, a password, or the like, it is necessary to
carefully control them. If an SSID, a WEP key, or a password
is leaked out and used, illegal hacking into the LAN system is
not able to be prevented.

In recent years, home LAN systems that structure LAN
systems in homes have been widespread. Wireless LAN sys-
tems used in companies are carefully controlled to prevent
data from being leaked out. However, home LAN systems are
not properly controlled in contrast to their convenience. In
addition, not all home LLAN users have knowledge about the
wireless LAN. Thus, they may keep their security at a dis-
tance due to complicated settings. Thus, it is desired to pro-
vide a simple method of preventing a home LAN system from
being illegally hacked.

In view of the foregoing, it would be desirable to provide a
wireless connection system and a wireless connection
method of performing an authentication process whenever
wireless communications are started to improve the security
of a LAN system and of preventing it from being illegally
hacked, data from being leaked out, and the LAN system from
being illegally used.

According to an embodiment of the present invention,
there is provided a wireless connection system having at least
one host device and at least one client device. The client
device is brought close to the host device, near field wireless
communications are performed, and an authentication pro-
cess of authenticating the client device is performed with
connection setting information through the near field wireless
communications when wireless communications are per-
formed between the host device and the client device based on
apredetermined wireless communication standard. When the
client device has been successfully authenticated with the
connection setting information in the authentication process,
the client device is permitted to perform the wireless commu-
nications. When the client device has not been successfully
authenticated with the connection setting information in the
authentication process, the client device is not permitted to
perform the wireless communications.

According to an embodiment of the present invention,
there is provided a wireless communication method per-
formed by at least one host device and at least one client
device. The client device is brought close to the host device
and performing near field wireless communications therebe-
tween when the host device and the client device perform
wireless communications based on a predetermined wireless
communication standard. The client device is authenticated
with connection setting information through the near field
wireless communications. When the client device has been
successfully authenticated with the connection setting infor-
mation at the authentication step, the client device is permit-
ted to perform the wireless communications. When the client
device has not been successfully authenticated with the con-
nection setting information at the authentication step, the
client device is not permitted to perform the wireless com-
munications.

According to an embodiment of the present invention,
there is provided a wireless connection system having at least
two portable devices. A first portable device is brought close
to a second portable device, near field wireless communica-
tions are performed, and an authentication process of authen-
ticating the first portable device is performed with connection
setting information through the near field wireless communi-
cations when wireless communications are performed
between the first portable device and the second portable
device based on a predetermined wireless communication
standard. When the first portable device has been successfully
authenticated with the connection setting information in the
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authentication process, the first portable device is permitted
to perform the wireless communications. When the first por-
table device has not been successfully authenticated with the
connection setting information in the authentication process,
the first portable device is not permitted to perform the wire-
less communications.

According to an embodiment of the present invention,
there is provided a wireless communication method per-
formed by at least two portable devices. A first portable
device is brought close to a second portable device and per-
forming near field wireless communications therebetween
when the first portable device and the second portable device
perform wireless communications based on a predetermined
wireless communication standard. The first portable device is
authenticated with connection setting information through
the near field wireless communications. When the first por-
table device has been successfully authenticated with the
connection setting information at the authentication step, the
first portable device is permitted to perform the wireless
communications. When the first portable device has not been
successfully authenticated with the connection setting infor-
mation at the authentication step, the first portable device is
not permitted to perform the wireless communications.

According to an embodiment of the present invention, an
authentication process can be highly secured. A third party
can be prevented from illegally hacking into a network com-
posed of for example a wireless [LAN. In addition, according
to an embodiment of the present invention, the security of
communications in a wireless LAN can be highly secured
without necessity of using a complicated encryption tech-
nique or the like.

In addition, according to an embodiment of the present
invention, when a portable device is provided with a reader/
writer function, data can be transmitted and received between
devices using near field wireless communications.

These and other objects, features and advantages of the
present invention will become more apparent in light of the
following detailed description of a best mode embodiment
thereof, as illustrated in the accompanying drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a schematic diagram showing an outline of a
wireless connection system according to a first embodiment
of the present invention;

FIG. 2 is a block diagram showing a structure of an
example of a communication section of a home server accord-
ing to the first embodiment of the present invention;

FIG. 3 is a block diagram showing a structure of an
example of a communication section of a client device
according to the first embodiment of the present invention;

FIG. 4 is a flow chart showing a procedure of a wireless
connection according to the first embodiment of the present
invention;

FIG. 5 is a flow chart showing a procedure of an authenti-
cation process according to the first embodiment of the
present invention;

FIG. 6 is a flow chart showing a procedure of another
example of the authentication process according to the first
embodiment of the present invention;

FIG. 7 is a schematic diagram showing a structure of an
example of a wireless connection system according to a sec-
ond embodiment of the present invention;

FIG. 8 is a schematic diagram showing a structure of an
example of a portable device according to the second embodi-
ment of the present invention; and
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FIG. 9 is a schematic diagram showing an example of an
arrangement of communication modules according to the
second embodiment of the present invention.

DETAILED DESCRIPTION OF THE PREFERRED
EMBODIMENTS

Next, with reference to the accompanying drawings, a first
embodiment of the present invention will be described. FIG.
1 schematically shows a wireless connection system for a
home LAN system according to the first embodiment of the
present invention. In the wireless connection system accord-
ing to the first embodiment, wirelessly connected to a home
server 1 that is an example of a host device are client devices
2 that are various types of electronic devices and they com-
municate each other. The client devices 2 are multi-media
devices for example a PDA (Personal Digital Assistance), a
digital still camera, a camcorder (abbreviation of camera and
recorder), a portable audio device, a laptop type personal
computer, a PC (Personal Computer) card, a USB (Universal
Serial Bus) stick, and a USB dongle.

Of course, the home server 1 stores document files. In
addition, the home server 1 stores picture content, such as
video pictures and recorded television programs, and audio
content, such as music. In addition, the home server 1 can
have tuner functions of television broadcasts and radio broad-
casts and a cash function for WWW (World Wide Web) pages.
When the client device 2 is wirelessly connected to the home
server 1 and they communicate each other, the client device 2
can use various types of content stored in the home server 1.

For example, if the client device 2 is a portable audio
device, when the client device 2 is wirelessly connected to the
home server 1, with the client device 2, audio content can be
downloaded from the home server 1 and the downloaded
audio content can be heard everywhere in the house. On the
other hand, if the client device 2 is a PDA, with the client
device 2, picture content stored in the home server 1 and
received television broadcasts can be watched everywhere in
the house. If the client device 2 is a digital camera, when
photographed picture data have been stored in the home
server 1, with the client device 2, every family member can
watch the picture data everywhere in the home. In FIG. 1, it is
assumed that only one home server is disposed. Instead, a
plurality of home servers 1 may be disposed.

In addition, the home server 1 and the client device 2 can
perform near field wireless communications. The near field
wireless communications are communications performed by
bringing the client device 2 close to the home server 1. The
communication range of the near field wireless communica-
tions is one meter or less. One meter from the home server 1
is normally in the house. Thus, the near field wireless com-
munications are not able to be preformed for the home server
1 for example from the outside of the house.

The near field wireless communications are performed for
example with an RFID tag. The home server 1 functions as a
reader/writer. The home server 1 communicates with the cli-
ent device 2 that has an RFID tag through a radio wave.

FIG. 2 shows a structure of a communication section of the
home server 1. The communication section of the home
server 1 includes an antenna 12, an RF (Radio Frequency)
module 13, and a BB (Base Band) module 14 for a system that
is wirelessly connected to the client device 2 and data are
transmitted and received therebetween, and an antenna 15, an
RF module 16, and a BB module for a system that performs
near field wireless communications with the client device 2.
The home server 1 also includes a MAC module 18 and a
memory 19. The MAC module 18 includes a physical inter-
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face (I/F) 20, a physical I/F 21, and a memory controller 22.
Although the home server 1 also includes a storage means
such as a hard disk drive in addition to the communication
section, since the storage means does not relate to this
embodiment of the present invention, its description will be
omitted.

FIG. 3 shows a structure of a communication section of the
client device 2. The structure of the communication section of
the client device 2 is nearly the same as that of the home server
1. The communication section of the client device 2 includes
an antenna 32, an RF module 33, and a BB module for a
system that is wirelessly connected to the home server 1 and
data are transmitted and received therebetween, an antenna
35, an RF module 36, and a BB module for a system that
performs the near field wireless communications with the
home server 1. The communication section of the client
device 2 also includes a MAC module 38 and a memory 39.
The MAC module 38 includes a physical I/F 40, aphysical I/F
41, and a memory controller 42. The client device 2 also has
anther structure that depends on the type of the client device
2.

FIG. 4 is a flow chart showing a procedure of a communi-
cation process according to the first embodiment of the
present invention. At step S1, it is determined whether or not
for example an SSID or a WEP key has been set. When the
determined result denotes that an SSID or a WEP key has not
been set, the flow advances to step S2.

At step S2, a setting process is performed. The setting
process is performed through the near field wireless commu-
nications using for example an RFID tag. Connection setting
information such as SSID ora WEP key has been registered in
the memory 19 of the home server 1. When an SSID ora WEP
key is set, connection setting information is read from the
memory 19 of the home server 1 and supplied to the BB
module 17 through the physical I/F 21. The BB module 17
modulates data containing the connection setting information
and the modulated data are transmitted as a radio wave from
the antenna 15 through the RF module 16. The data are
modulated according to for example an amplification modu-
lation system (ASK (Amplitude Shift Keying)), a frequency
modulation system (FSK (Frequency Shift Keying)), or a
phase modulation system (PSK (Phase Shift keying)).

When an SSID or a WEP key is set, the client device 2 is
brought close to the home server 1. When the client device 2
is brought close to the home server 1, the client device 2 can
receive a radio wave from the home server 1. A radio wave
transmitted from the antenna 15 of the home server 1 is
received by the antenna 35 of the client device 2. The RF
module 36 performs a demodulation process for the received
radio wave and supplies the resultant demodulated data as
connection setting information to the MAC module 38
through the BB module 37. The memory controller 42 of the
MAC module 38 converts the connection setting information
into a predetermined format. The resultant information is
stored in the memory 39. Here, the setting process is com-
pleted.

The home server 1 and the client device 2 may be formed as
a device family such that connection setting information has
been stored in the memory 39 of the client device 2 in
advance. When the connection setting information has been
stored in advance, the procedure of step S1 and step S2 can be
omitted.

In the related art, after connection setting information has
been set, when the client device 2 and the home server 1 are
connected next time, an authentication process of determin-
ing whether or not the connection setting information is
proper is automatically performed. Thus, if a third party who
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6

has not been permitted to connect his or her client device 2 to
the home server 1 obtains connection setting information, he
or she can illegally hack into the home server 1 using the
illegally obtained connection setting information.

To solve such a problem, according to this embodiment of
the present invention, when a client device for which the
setting process has been performed is connected to a host
device such as a home server, the host device performs the
authentication process for the client device. Only when the
host device has successfully authenticated client device, it can
wirelessly communicate with the host device. In addition,
since a LAN system composed of a wireless LAN is disposed
in a physically limited space, the authentication process is
performed through the near field wireless communications
that only a person who is present in the space can perform.

Returning to the flow chart shown in FIG. 4, at step S3, the
client device 2 for which the connection setting information
has been set is brought close to the home server 1. The home
server 1 performs the authentication process for the client
device 2.

The authentication process is performed through the near
field wireless communication using an RFID tag. When the
client device 2 is brought close to the home server 1, the
antenna 35 of the client device 2 can receive a weak radio
wave transmitted from the antenna 15 of the home server 1.

The radio wave received by the antenna 35 of the client
device 2 induces an electromotive force in the RFID tag. The
RF module 36 of the client device 2 performs a demodulation
process for the received radio wave. The BB module 37
performs a base band signal process for the demodulated
signal and supplies a base band signal to the MAC module 38.
The connection setting information is read from the memory
39 and supplied to the BB module 37 through the physical I/F
41. The BB module 37 performs a base band signal process
for the connection setting information. The RF module 36
performs a modulation process for the base band signal and
transmits the modulated signal as a radio wave from the
antenna 35.

The radio wave transmitted from the antenna 35 is received
by the antenna 15 of the home server 1. The RF module 16
performs a demodulation process for the received radio wave.
The BB module 17 performs a base band signal process for
the demodulated signal and supplies a base band signal to the
MAC module 18. The home server 1 compares the connection
setting information obtained from the radio wave transmitted
from the client device 2 with the connection setting informa-
tion stored in the memory 19. When they match, the home
server 1 successfully authenticates the client device 2. When
they do not match, the home server 1 does not successfully
authenticate the client device 2.

When the home server 1 has not successfully authenticated
the client device 2, the flow advances to step S5. At step S5, a
monitor of the home server 1 or the client device 2 displays a
message that denotes that the connection has failed. Instead,
an alarm that denotes that the connection has failed may be
generated.

When the home server 1 has successfully authenticated the
client device 2, the flow advances to step S6. At step S6, since
the home server 1 has successfully authenticated the client
device 2, wireless connections are performed between the
home server 1 and the client device 2 and they communicates
each other based on to for example the IEEE 802.11 standard.
At this point, the home server 1 and the client device 2
communicate using the antenna 12, the RF module 13, and the
BB module of the home server 1 and the antenna 32, the RF
module 33, and the BB module 34 of the client device 2.
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When the operation of the client device 2 is completed and
the power thereof is turned off, communications between the
client device 2 and the home server 1 are completed and the
wireless connection is broken. When the client device 2 and
the home server 1 are communicated again, the procedure is
repeated after step S3.

FIG. 5 is a flow chart showing an example of the procedure
of the authentication process performed between the home
server 1 and the client device 2. At step S11, the client device
2 sends a probe request to the home server 1. At step S12, the
home server 1 sends a probe response to the client device 2
corresponding to the probe request.

Thereafter, at step S13, the client device 2 sends an authen-
tication request to the home server 1. At step S14, the home
server 1 sends an SSID authentication request to the client
device 2 corresponding to the authentication request.

At step S15, the client device 2 sends an SSID as the
authentication response to the home server 1 corresponding
to the SSID authentication request. When the home server 1
has successfully authenticated the client device 2 with the
SSID, the flow advances to step S16. At step S16, the home
server 1 sends to the client device 2 an authentication
response that denotes that the home server 1 has successfully
authenticated the client device 2.

Since the authentication process has been successtully per-
formed, wireless connections are performed between the
home server 1 and the client device 2 and they communicate
each other. In other words, at step S17, the client device 2
sends an association request to the home server 1. At step S18,
the home server 1 sends an association response to the client
device 2 corresponding to the association request.

FIG. 6 is a flow chart showing another example of the
procedure of the authentication process. FIG. 6 shows an
example of the procedure of the authentication process using
a WEP key. At step S21 to step S23, a probe request, a probe
response, and an authentication request are sent in the same
manner as the foregoing example.

Thereafter, at step S24, the home server 1 sends a WEP key
encryption request to the client device 2. At step S25, the
client device 2 sends a WEP key encryption response to the
home server 1 corresponding to the encryption request.

When the home server 1 has successfully authenticated the
client device 2, the flow advances to step S26. At step S26, the
home server 1 sends to the client device 2 an authentication
response that denotes that the home server 1 has successfully
authenticated the client device 2. Thereafter, communications
are started between the home server 1 and the client device 2.
At step S27, the client device 2 sends an association request to
the home server 1. At step S28, the home server 1 sends an
association response to the client device 2 corresponding to
the association request.

Whenever the client device 2 is wirelessly connected to the
home server 1, since it performs the authentication process
for the client device 2 through the near field wireless commu-
nications, security level of the authentication process can be
remarkably improved. In other words, since the communica-
tion range of the near field wireless communications using an
RFID tag is one meter or less, for example around 10 cm, a
third party who is not present in this range is not capable of
performing the authentication process. For example, in the
example of the home LAN system according to the foregoing
first embodiment, since one meter from the home server 1 is
in the house, the third party who has not been permitted to
access the home server 1 is not capable of performing the
authentication process. Thus, the third party is not capable of
hacking into the wireless LAN network.
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Likewise, ina company’s LAN system, when a host device
(for example, an access point) is disposed at a location that a
third party is not capable of accessing the LAN system and the
host device performs the authentication process for a client
device, even if a retired person knows connection setting
information, he or she can be prevented from hacking into the
LAN system.

In addition, as described above, since the wireless connec-
tion system according to this embodiment of the present
invention does not use a complicated encryption technique,
the structures of devices do not become complicated. When
the authentication process is performed for a client device, it
is necessary to bring the client device close to the host device.
However, once the client device has been successfully
authenticated, it can continuously access the host device until
the communications are broken. Thus, no excessive load is
imposed on the user.

Next, a second embodiment of the present invention will be
described. In the first embodiment of the present invention, a
reader/writer that performs the near field wireless communi-
cations is disposed in a host device, such as a home server, and
anear field wireless communication tag, such as an RFID tag,
is disposed in a small client device such as a PDA. With the
reader/writer and the tag, the host device authenticates the
client device. After the host device has successtully authen-
ticated the client device, data are transmitted and received
therebetween through wireless communications. Thus, to
transmit and receive data among portable devices that are a
plurality of client devices, itis necessary for the host device to
authenticate the portable devices and transmit and receive
data among the portable devices through the host device.

Inrelated art, wireless communications and near field wire-
less communications are controlled by a CPU (Central Pro-
cessing Unit) that controls the overall portable device. Thus,
the load is excessively imposed on the CPU of the portable
device.

Thus, in the second embodiment of the present invention, a
reader/writer function and a tag are disposed in each portable
device such that portable devices can authenticate each other
and directly transmit and receive data therebetween without
an intervention of a host device.

In addition, a CPU disposed in a wireless communication
module controls a wireless communication and near field
wireless communications and a CPU disposed in a portable
device controls the CPU disposed in the wireless communi-
cation module such that the load imposed on the CPU of the
portable device is reduced.

Next, with reference to FIG. 7, a structure of an example of
a wireless connection system according to the second
embodiment of the present invention will be described. In the
wireless connection system according to the second embodi-
ment, wireless communications and near field wireless com-
munications can be performed by a plurality of portable
devices 52a and 525. First, the portable devices 52a and 525
authenticate each other through near field wireless commu-
nications. Thereafter, the portable devices 52a and 525 trans-
mit and receive data therebetween through wireless commu-
nications.

Like the client device 2 of the first embodiment of the
present invention, the portable devices 52a and 525 are multi-
media devices such as a PDA, a portable audio device, a
laptop type personal computer, and a PC card. The portable
devices 52a and 524 can store picture content and audio
content. In addition, the portable devices 52a and 524 can
have tuner functions for television broadcasts and radio
broadcasts and a cash function for WWW pages in addition to
a storage function for content. Moreover, when the portable
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devices 52a and 5256 wirelessly communicate with another
portable device, the portable devices 52a and 525 can trans-
mit and receive various types of stored content to and from the
other portable device.

Near field wireless communications are performed with for
example RFID tags. The portable devices 52a and 526 each
have a reader/writer and an RFID tag. When the portable
devices 52a and 5256 perform near field wireless communica-
tions, one portable device functions as a reader/writer and
communicates with the other portable device. In the follow-
ing description, it is assumed that the portable device 52a
functions as a reader/writer and communicates with the por-
table device 5254. In addition, it is assumed that as wireless
communications and near field wireless communications, a
wireless LAN and an RFID are used, respectively, and that the
frequency of RFID is 13.56 MHz.

FIG. 8 shows a structure of an example of each of the
portable devices 52a and 526 according to the second
embodiment of the present invention. Each of the portable
devices 52a and 525 (when it is not necessary to identify
them, they are simply referred to as the portable device 52) is
a device that is the same as the client device 2 of the first
embodiment except that the reader/writer function is added.
Thus, in FIG. 8, similar portions of the communication sec-
tion to those in FIG. 3 will be denoted by similar reference
numerals and their description will be omitted. In addition,
description of sections in the portable device 52 that do not
relate to this embodiment of the present invention, for
example an operation section and a display section will be
omitted.

The portable device 52 mainly includes an antenna 32, an
RF module 33, a BB module 34, an antenna 35, an RF module
36,2 BB module 37, a MAC module 38, a memory 39, a CPU
47, and an I/F 50. The MAC module 38 mainly includes a
physical I/F 40, a physical I/F 41, a memory controller 42, a
CPU 43, and an I/F 46. Since the antenna 32, the RF module
33, the BB module 34, the antenna 35, the RF module 36, the
BB module 37, the memory 39, the physical I/F 40, the
physical I/F 41, and the memory controller 42 are the same as
those shown in FIG. 3, their description will be omitted.

The CPU 47 uses a RAM (Random Access Memory) 48 as
a work memory and controls each section of the portable
device 52 according to a program stored in a ROM (Read
Only Memory) 49. The I/F 50 receives data from the I/F 46
and outputs the data to the CPU 47 and supplies a command
received from the CPU 47 to the CPU 43 through the I/F 46.

The CPU 43 uses a RAM 44 as a work memory and con-
trols each section of the MAC module 38 according to a
program stored in a ROM 45. In addition, the CPU 43
executes various types of processes for wireless communica-
tions and near field wireless communications according to
commands received from the CPU 47. The CPU 43 for
example performs the authentication process for data
received from the portable device 52 and generates com-
mands transmitted to the portable device 52.

The I/F 46 supplies data obtained through wireless com-
munications or near field wireless communications to the
CPU 47 through the I/F 50 and outputs commands received
from the CPU 47 to the CPU 43 through the I/F 50.

Next, a procedure of a communication process according
to the second embodiment of the present invention will be
described. Since the procedure of the communication process
according to the second embodiment is the same as that
shown in FIG. 4, its detail description will be omitted.

First of all, one of the portable devices 52a and 525 is
brought close to the other and near field wireless communi-
cations are performed therebetween. An SSID, a WEP key, or
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the like is set to the reception side portable device 5256. Con-
nection setting information such as an SSID, a WEP key, or
the like has been set to the transmission side portable device
52a in advance. When connection setting information is set, it
is read from the memory 39 (hereinafter referred to as the
memory 39a) of the portable device 52a. The connection
setting information is modulated according to a predeter-
mined modulation system, for example ASK modulation sys-
tem, and the modulated data are transmitted as a radio wave
from the antenna 35 (hereinafter, referred to as the antenna
35a) of the portable device 52a.

The data are transmitted to the portable device 525, which
has the RFID tag. In addition, a power that drives the RFID
tag is supplied to the portable device 525. When the frequency
of RFID is 13.56 MHz, the power is electromagnetically
inducted (this system is referred to as the electromagnetic
induction system) and supplied to the portable device 525.

In the electromagnetic induction system, a current flows in
a coil-shaped antenna 35a of the portable device 52a, causing
a magnetic field to be vertically generated in the antenna 35a.
When the antenna 35 (hereinafter referred to as the antenna
35b) of the portable device 524 is exposed to the magnetic
field, an electromotive force occurs in the antenna 355, caus-
ing a current to flow therein.

In addition, an electromagnetic wave transmitted from the
portable device 52a has been superimposed with data modu-
lated according to the ASK modulation system. The portable
device 524 is driven by a current inducted by the magnetic
field generated by the portable device 52a. The portable
device 525 obtains data from the electromagnetic wave that is
output from the portable device 52a.

The portable device 525 receives data from the portable
device 52a, demodulates the data, and obtains connection
setting information from the demodulated data. The obtained
connection setting information is stored in the memory 39
(hereinafter referred to as the memory 395) of the portable
device 52b. Here, the setting process is completed.

Instead of the foregoing setting method, the connection
setting information may have been stored in the memory 39 of
the portable device 524 in advance.

Thereafter, the portable device 524 is brought close to the
portable device 52a and an authentication process of deter-
mining whether or not connection setting information is
proper is performed. When the portable device 525 is brought
close to the portable device 52a, an electromotive force
occurs in the RFID tag of the portable device 52b6. This
electromotive force drives the RFID tag ofthe portable device
52b, resulting in reading connection setting information from
the memory 395. The connection setting information that has
been read is modulated according to the predetermined
modulation system and the modulated information is trans-
mitted as a radio wave from the antenna 355.

The data that have been transmitted from the portable
device 526 are received by the antenna 35a of the portable
device 52a. The portable device 524 performs the demodula-
tion process for the received data and compares the demodu-
lated connection setting information with connection setting
information stored in the memory 39a. When they match, the
portable devices 52a and 525 are successfully authenticated.
‘When they do not match, the portable devices 52a and 525 are
not successfully authenticated.

In the authentication process, for example an WEP key is
used. Since the procedure of the authentication process is the
same as that shown in FIG. 6, its detail description will be
omitted. The portable device 525 sends a probe request to the
portable device 52a. The portable device 52a sends a probe
response to the portable device 52b corresponding to the
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probe request. Thereafter, the portable device 526 sends an
authentication request to the portable device 52a.

Thereafter, the portable device 52a sends a WEP key
encryption request to the portable device 5256. The portable
device 52b sends a WEP key encryption response to the
portable device 524 corresponding to the encryption request.

After the portable device 52a has successfully authenti-
cated the portable device 524, the portable device 52a sends
an authentication response representing success of the
authentication to the portable device 525. Thereafter, the por-
table device 52a and the portable device 525 start communi-
cating each other. Thereafter, the portable device 5256 sends an
association request to the portable device 52a. The portable
device 52a sends an association response to the portable
device 525 corresponding to the association request.

When the portable device 52a has successfully authenti-
cated the portable device 524, near field wireless communi-
cations are switched to wireless communications according
to a command sent from the CPU 47 under the control of the
CPU 43 and data are transmitted and received between the
portable device 524 and the portable device 5264.

Thus, when a reader/writer and an RFID tag are disposed in
each ofthe portable devices 52a and 525, data can be directly
exchanged therebetween.

When the CPU 43 controls wireless communications and
near field wireless communications according to commands
sent from the CPU 47, which controls the entire portable
device 52, the load imposed on the CPU 47 can be reduced.

In this example, the portable device 52a operates as a
reader/writer and communicates with the portable device
52b. This embodiment is not limited to such an example.
Instead, the portable device 525 may operates as a reader/
writer and communicate with the portable device 52a.

In the second embodiment of the present invention, the
case of which the two portable devices 52a and 525 are used
is described. Instead, this embodiment can be also applied to
the case of which a communication process is performed with
three or more portable devices.

Next, the shape of the portable device 52 according to the
second embodiment will be described. When the frequency of
RFID used for near field wireless communications is 13.56
MHz, as described above, since the electromagnetic induc-
tion system is used, the antenna for RFID is formed in a coil
shape. In the case of the portable device 52 of related art,
which mounts a wireless LAN system and RFID, an antenna
and a tag chip for RFID are disposed in a space different from
a space for a wireless LAN module. Thus, the portable device
52 of related art necessitates a space for the wireless LAN
module and a space for the antenna for RFID. Thus, it is
difficult for the portable device 52 of related art to reduce the
size.

To solve such a problem, in the second embodiment of the
present invention, a wireless communication module and a
near field wireless communication module are disposed in an
area surrounded by a coil-shaped antenna such that the space
of the portable device 52 can be effectively used.

FIG. 9 shows an example of the arrangement of a commu-
nication module 55 according to the second embodiment of
the present invention. The communication module 55 mainly
includes a wireless communication module 56 and a near
field wireless communication module 57. The wireless com-
munication module 56 mainly includes an antenna 35, an RF
module 33, and a BB module 34. The near field wireless
communication module 57 mainly includes an RF module 36
and a BB module 37.

When the frequency of RFID is 13.56 MHz, the antenna 35
is formed in a coil shape having a predetermined pattern. At
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this point, the dimensions of the antenna 35 are for example
around 30 mmx40 mm. The wireless communication module
56 and the near field wireless communication module 57 are
disposed in an area surrounded by the antenna 35. The near
field wireless communication module 57 and the antenna 35
are connected.

When the wireless communication module 56 and the near
field wireless communication module 57 are disposed in the
area surrounded by the antenna 35, the internal space of the
portable device 52 can be effectively used and the size of the
portable device 52 can be reduced.

As described in the second embodiment of the present
invention, when the portable device 52 is provided with the
reader/writer function, in addition to transmission and recep-
tion of data among a plurality of portable devices, the portable
device 52 can be used in various applications. When a por-
table device having a reader/writer function is brought close
to a poster in which an RFID tag is buried, data recorded in the
RFID tag of the poster, for example information with respect
to illustration and/or text of the poster, can be obtained and/or
an Internet site with respect to that can be browsed. When a
portable device is provided with the reader/writer function,
data can be exchanged with another device having the RFID
tag.

The first embodiment and the second embodiment of the
present invention have been specifically described. However,
it should be understood by those skilled in the art that various
modifications, combinations, sub-combinations and alterna-
tions may occur depending on design requirements and other
factors insofar as they are within the scope of the appended
claims or the equivalents thereof. The connection setting
information may be a user ID or a password instead of an
SSID or a WEP key. In addition, WPA (Wireless Protected
Access) function or PKI (Public Key Infrastructure) may be
used.

In the first embodiment, a wireless connection using a
wireless LAN based on the IEEE 802.11 standard was
described. Of course, the first embodiment may be applied to
a wireless connection based on another standard. For
example, the wireless connection system according to an
embodiment of the present invention can be applied to wire-
less connections based on PAN (Personal Area Network)
including Bluetooth and UWB (Ultra Wide Band). As near
field wireless communications using an RFID tag, a radio
wave system using radio waves or an electromagnetic induc-
tion system was used. Instead, another system such as elec-
tromagnetic coupling system may be used.

What is claimed is:

1. A wireless connection system having at least one host
device which is a home server and at least one client device,

wherein when the client device is brought physically close

to the host device, near field wireless communications
are performed via a first RFID wireless communication
system, connection setting information stored in an elec-
tronic memory of the home server is automatically trans-
ferred to an electronic memory of the client device via
the first wireless communication system, wherein the
server authenticates the client device based on a com-
parison of connection setting information stored at and
transmitted from the client device back to the server via
the first wireless communication system, the client
device is permitted to perform wireless communications
via the second wireless communication system with the
host device as a peer to peer connection after the server
authenticates the client device, and

wherein when the client device has not been successfully

authenticated, the client device is not permitted to per-
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form wireless communications via the second wireless
communication system with the host device, and further
wherein after communication between the host device
and the client device via the second wireless communi-
cation system is completed, authentication via the first
wireless communication system is required before the
host device again enables wireless communication with
the client device via the second wireless communication
system.

2. The wireless connection system as set forth in claim 1,
wherein a communication range of the near field wireless
communications is one meter or less.

3. A wireless communication method performed by at least
one host device which is a home server and at least one client
device, the method comprising:

bringing the client device physically close to the host

device and performing near field wireless communica-
tions between the host device and the client device viaa
first wireless RFID communication system, wherein
connection setting information stored in an electronic
memory of the home server is automatically transferred
to an electronic memory of the client device via the first
wireless communication system; and
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the server authenticating the client device based on a com-

parison of connection setting information stored at and
transmitted from the client device back to the server via
the first wireless communication system;

wherein when the client device has been successfully

authenticated by the server, the client device is permitted
to perform wireless communications via the second
wireless communication system with the host device as
a peer to peer connection, and

wherein when the client device has not been successfully

authenticated, the client device is not permitted to per-
form wireless communications via the second wireless
communication system with the host device, and further
wherein after communication between the host device
and the client device via the second wireless communi-
cation system is completed, authentication via the first
wireless communication system is required before the
host device again enables wireless communication with
the client device via the second wireless communication
system.



